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Abstract Fingerprint matching algorithm is a key issue of the fingerprint recognition, there al-
ready exist many study about fingerprint matching algorithms. According to dependence on core
point, fingerprint matching algorithms can be grouped into two categories: core-based match algo-
rithms and structure-based match algorithms, Most of the structure-based matching algorithms
are time consuming, therefore they are not suitable for on-line application. Meanwhile, core-based
matching algorithm is more efficient than the structure-based matching algorithm, but it highly
depends on core point detection precision. In this paper, we present a new core-based structure
matching algorithm which both considers efficient and precision, Firstly, we use core point detec-
tion algorithm to find the core point and define some local minutiae structures around core point,
Through matching these local minutiae structures, we can get some corresponding points of the
two fingerprint images. Secondly, we use the corresponding points to match the global feature of
fingerprints, where a match table is constructed to prevent one to many false minutiae match. Fi-
nally, we promote the global match distance and global match distance variance to help make the
final decision. Experimental result shows that the performance of the proposed algorithm is good.
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1 Introduction

Fingerprint-based personal identification has been used for a very long time owning to
their uniqueness and immutability. Today, fingerprints are the most widely used biomet-
rics features in automatic verification and identification systems. Most automatic finger-
print 1dentification systems (AFIS) are based on local ridge features, such as ridge endings

and ridge bifurcations‘'d.

The key issue of the fingerprint recognition is the minutiae matching algorithm. Al-
though there exist a lot of matching algorithms in literature, most of them are not suitable
for on-line application because of the following difficulties.

1) The alignment of two minutiae features vectors. After the feature extraction of fin-
gerprint, we get a minutia feature vector. And we need alignment the {eature vectors be-
fore matching them. According to usage of core point, the alignment methods can be di-
vided into two groups: core-based alignment and structure-based alignment methods.

2) Due to the noise of the fingerprint image, the preprocessing algorithm can not re-
move all of the noise from feature vector. Therefore, the match algorithm should robust to
noise.

3) The geometric distortion of the fingerprint image may greatly affect the match al-
gorithm, and there still is no effective method to deal with this nonlinear distortion.

Moreover, the on-line system requires the matching speed as fast as possible, togeth-
er with small size template. In order to solve the difficulties mentioned above, there are a
lot of researches dealing with some of them in the literature.

In[2], Z. Chen proposed a topology-based matching algorithm of fingerprint authen-
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tication. In their algorithm, they constructed a structure for minutiae in a pre-specified
neighborhood, and then used a tree matching algorithm to match two fingerprint tem-
plates. Their algorithm is invariant to translation, rotation and does not depend on core
point, Whereas, their algorithm will be greatly affected by noise. When noise increases,
the performance of their algorithm degrades rapidly. Furthermore, they constructed a
structure for each minutia, this lead to a large size template. Andrew K Hrechak proposed
a structural matching algorithm™, which used the local structure of the minutia to de-
scribe the characteristics of the minutiae. And in [ 4 | some improvements for this approach
are proposed. Both of those two methods just used the local structure information ot the
fingerprint. However the local structures from the same finger may have less similarity
due to noise, and they need to build the local structure during the feature extraction stage,
which will lead to a large size template. Theretore their algorithm is not suitable for the
on-line application. In [ 1], Jain proposed an alignment-based elastic matching algorithm in
which the ridge link to the minutiae is used to alignment the feature vectors. In order to do
this alighment, they save ten sample points of the ridge which link the minutiae. This also
leads to a large size template.

In {5], Xudong. J proposed a matching algorithm which is based on local and global
structures. First they used the k-nearest neighborhood minutiae of each minutia form the
local minutia structure, and defined a similarity level to measure the similarity of two local
structures, Then they used the most similar minutiae pair as the corresponding point to a-
lignment the feature vectors, and matched the global feature vectors. This method has
some advantages in processing speed and robustness to rotation. However, they need to
extract the minutiae type and ridge line count between each minutiae and its k-nearest
neighborhood exactly, therefore the performance of their algorithm will be greatly atiected
by the noise. In [ 6], Nalini K. Ratha proposed a fingerprint authentication algorithm u-
sing local structural information. Firstly, they obtained a minimum set of matched node
pairs by matching their neighborhood structures. Then they included more pairs in the lat-
er matching stage by comparing distances with respect to matched pairs obtained in the
first phase. Their methods are robustness in large fingerprint database, but their process-
ing speed is low, therefore this method is not suitable for the online application.

When considering an on line application, none of the above mentioned method 1s suit-
able for this type application because of the template size and the system efficiency. In this
paper, we propose a new core-based structure matching algorithm which considers both ef-
ficiency and precision. Firstly, we use core detection algorithm to get the core position,
and then define some local structure for the minutiae near the core point, Through matc-
hing those local structures, we can get some corresponding points of the two fingerprints,
Secondly, we use the corresponding points in the first stage to match the global feature ot
the fingerprint. Finally, we use the global matching distance to help the final decision
making, The core point detection method is present in Section 2. In Section 3, the method
of local structure matching is presented. The global feature matching algorithm and final
decision making algorithm is presented in Section 4. In Section 5, experimental results ot
the algorithm are shown. Finally, the conclusions are given in Section 6.

2 Core point detection

In the earlier work, we developed a fast multi-resolution based core point detection al-
gorithm'"
to localize a singular area which includes the core point. Secondly, we use high resolution
direction field of singular area to precisely localize the core point. Using this multi-resolu-
tion method, we can localize the core point in block levels fast and precisely.

. It mainly involves two steps: Firstly, we use the low resolution direction field



844 ACTA AUTOMATICA SINICA Vol. 29

Due to various image qualities, our algorithm can not localize the core point 1n pixel
level; therefore, we can not directly use the core point as the reference point {or the matc-
hing algorithm. But in most cases, the core point detection 1s very precise, which will lo-
cate the singular point within 8 X 8 pixels. If we use this reference information, we can
greatly reduce the search space, thus improving the efficiency of the matching algorithm,
According to this idea, we develop a core based matching algorithm in this paper, which u-
ses the core point to select some minutiae points, and uses those minutiae points to con-

struct a lot of local structures. Local and global matching i1s based on those local struc-
tures,
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(a) Core Point ” ~ (b) Delta Point
Fig.1 Direction tield near the singular soint

We choose core point as the reference point for the following three reasons: Firstly,
there exists rich minutia information in close around core point region than others., which
will help to construct uniquely local structure. Secondly, due to our early work, we can
easily localize the core point, the details of the core point detection algorithm are found in
[ 7]. Finally, owning to the guidance of core point, we only need to construct local struc-
ture for a small amount of minutiae. This will greatly reduce the template size and improve
the efficient of our matching algorithm.

3 Local structure matching

Usually, when an expert recognizes a fingerprint, he would first finds correspond of
fingerprint features and then correlates the features based on minutia type, position, ori-
entation and location relative to other features. Usually, we want to let the computer do as
the human expert does. That is, firstly we use the local structure of the fingerprint to find
some corresponding point pairs through structure matching, and then we match the global
teature vector of the two fingerprints based on those corresponding point pairs.

As we know, local structure of the fingerprint minutiae has some properties which
help us to match the fingerprint:

1) Local structures in a small area from the same fingerprint are similar in minutiae
type, distance and angle;

2) Local structures in a small area from different fingerprints are oiten difterent in mi-
nutiae type, distance, angle and topology information;

3) Fingerprints which come from the same finger often have many similar local struc-
fures;

4) Fingerprints which come from different fingers often have less similar local struc-
tures than those from the same one.

Usually there are 30~ 60 minutiae in one {fingerprint, If we construct local structure
for every minutia, the template size will be very large, and large template will decrease the
system's efficiency. In our algorithm, we only select the minutia near the core point of the
tingerprint, the selection rule is;

M — Core | << R (1)
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where M and Core denote the minutia and core point respectively, | * | denote the distance
function, R 1s a constant which 1s determined by experiment. Usually, 10~15 minutiae
are enough for the local structure. Therefore, reader can adjust the R according to the mi-
nutiae count.

3.1 Definition of local structure

In this section, we present the local structure definition of minutiae that are used in
our match algorithm. Usually, there are two ways to construct local structure.

The first one is use all of the minutiae around a minutia within a constant distance to
construct a local structure., The problem of this method is how to decide the constant dis-
tance. As we know, if the distance is too small, very few minutiae will be included for the
local structure. This will lead to false match with the noisé influence. But with a large dis-
tance, the structure will be seriously affected by the elastic distortion. The second method
i1s use the k-nearest neighborhood of minutiae to construct a local structure.

In our matching algorithm, the second method is used to construct a local structure.
An example of local structure is shown in Fig. 2, which demonstrate an example of four-
nearest neighbor local structure. We call the line that connects the center minutia and the
neighbor minutia as edge, and construct local structure uses the follow information.

(a) four-nearest neighbor local structure (b) local structure in the thinned fingerprint

Fig. 2 Example of local structure

The distance between the center minutiae and the neighbor minutiae, as D shown in
Fig, 2.

The angle o between center minutiae’s orientation and neighbor minutiae’s orientation
in Fig, 2.

The angle 8 between the minutiae orientation and the edge. As shown in Fig. 2.

The angle ¥ between the neighboring two edges, as shown in Fig. 2.

It 1s known that the elastic distortion of fingerprint in a local small area always simi-
lar. Therefore, we can regard that the distances between the center minutia and the neigh-
bor minutia are invariable to translation and rotation. It is apparently that the angles «,8,
y are invariable to translation, rotation. Therefore, we can use those four features to
match the local structure.

3.2 The local structure matching algorithm

In this section, we introduce the local structure matching algorithm which i1s used to
find corresponding point pairs of the two fingerprints.

There are two methods to match the local structure: The first one 1s to compute the
matching cost of the two local structures. Then select the center minutia of the matching
pair which has the minimal cost as the correspondence pairs. The second one is to compute
the matching edge of the local structure. We can compare the edges from the two local
structures. If the edges are similar in distance, angle etc, we say those two edges are
matched. Moreover, if two edges of one local structure are matched with the other two ed-
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ges of the other local structure, the angles should be similar. Through matching all edges
of the local structure, we can get the matching edge count, and set the match score of the
two local structures as the matching edge count.
Through experiment we find that the second method 1s both efficient and robust to
noise, therefore we select the second as our local structure matching algorithm.
Now we describe our local structure matching algorithm in detail. For each edge of
the two local structures we compute;.
1) The relative distance difference R, of the two edges, with D, and D, being the dis-
tances of two edge's from different local structures as
R, = |D, —D, |/ min(D,,D;) (2)
the min( * , * ) function means to select the minimal of the two values;
2) The angle ditference:
Da 1~ Q2
Dy = 1= p:
U R,,D,,D; are below a given threshold, we say the two edges are matching.
If two edges of the template match the other two edges of the input image, let S¢; and
St, denote the local structures of the two fingerprints, E; s E,;,E;5 » E;; be edges of those
two local structures. And

(3)

|

E,sE, € Sty E,  E; € St
Moreover, let ¥, andy, denotes the angles between E,,, E,;, and E,; , E;,, respectively.
Then we compute the ditference between those two angles:
D, =y —7 (4)

{ D, is below a given threshold, we say that both of those two edges are really a
match, and increase the match score of the two local structures with two.

After those steps, we will get a match score of the two local structures. In order to a-
void one edge from a local structure matching more than one edge with the other local
structure, we set a tlag with the compared edge, and use the edge which has not be
matched to start the new edge match.

3.3 The confirmation of the matched structures

After the local structure matching stage, we have obtained some similar structures.
We will use the center minutiae oi those structures in the global matching stage. But be-
fore we do the global matching, we need to confirm the correctness of those matched local
structures in order to decrease the false matching rate. As we know, the minutiae {rom the
same finger holds stable relationship with core point, this is to say, the center points ot
those local structures are very similar in angle, posttion and distance with the core point.
According to this hypothesis, we come to the {ollowing confirmation method of the
matched local structure.

Let S; and S; be the center points of the two matched local structure in different fin-
gerprint image respectively, andC,, C, be their core points. We compute:

D =1S—0C1, Cleosl _O-:l
D, = Sz_“cz ’ ﬂrz:Osz ‘_Or:z

where O denotes the orientation of the core point and minutia, D denotes the distance be-
tween the minutiae and core point.

If D,—D,|<Tpand |a1—a;|<<T, (6)
then we say that those two local structures are real matched. Here we used the orientation
estimation method given in [ 8 |. This step just confirms the correctness of matched local
structures, the threshold can be a little loose to decrease the FRR in some sense.

(5)
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4 Global matching algorithm

In Section 3, we match the local structure around the core point, however, just matc-
hing the local structure 1s not enough for making verification decision, because the local
structures usually tend to be similar among different fingerprints. Therefore in this sec-
tion, we match the global feature based on the local structure match result. From the local
structure matching results, we select the two structures which have the maximum match
score, and use the center minutia ot the two structures as the corresponding point pair of
the two fingerprints. After that, we normalize the global feature based on the correspond-
ing point pairs.

Let
P = ((If ,yf a@f)T y ° 7 9(Ii ayi agi)T)
denote the minutiae feature vector of the template and
Q — ((IT ay[f !5? )T +°%% s (Iz ,y: EQZ)T )
denote the minutiae feature vector of the input image. If we denote the reference point as
(x"»v +s87), we have the normalization formulation;

r; ”\/(Ii_xr)z_l_(yi_yr)z“
0 | = arctan(yi — yr) (7)
Ly, — X
Oi,
\ 53'“_9?- s

where(x;»y;,0;) denotes the minutiae from both the template and input image. After the
normalization, we match the minutiae vectors through an elastic box, as suggested by
Jaintt!,

In order to avoid one to many false minutia matching, we construct a match table M
for each matched minutia pairP;, Q; and we compute the “distance” of those match minutia
pairs., Let

Ad =r, —r,
Aa = abs(§; —§;,) +abs(o; — 0;) (3)
And save this “distance” into the match table,
M(z,j) = Ad + Ac
After the entire global match finishes, we search the match table with the search rule as
follows.

For each row, if there is nonzero value, we get the minimum value, and set the asso-
ciated column and row to zero except this minimum value. After this operation, the
matched minutiae number is the nonzero count k in the match table. We define a match

rate for two fingerprints;

R = VEXE/mXn (9)
where R is the match rate, and £ is the matched pair count, m, n are the minutiae count
from template and input fingerprint image.

4.2 Global matching decision

After the global matching, we need to make final decision that whether the two tin-
gerprints are same or not. There are many drawbacks if we just use the matched minutiae
point count to make decision. Therefore, in this paper we introduce a global distance based
decision method. We find that if we can introduce some etficient constrains, we can greatly
decrease the false match risk. In order to do that, we introduce global matching distance
(GMD) and global matching distance variance (GMDV).

Let S = {519529“',5‘“}5 R = {Tlarza”'!?"n}
where S denotes the minutiae vector of the saved template, R denotes the minutiae vector
of the input template. There must exist the following relationship between the real



848 ACTA AUTOMATICA SINICA Vol. 29

matched minutiae if we neglect the nonlinear distortion:
R=AXS+b

where A and b are the atfine matrixes of the two fingerprints.
S*=AXS+b

where S* is the minutiae vector after affine transform under the affine matrix.

We define the global distance GMD as.
_ 1 . _
E . E (S R) (10)

Under the ideal case, the GMD should be zero. Due to noise and nonlinear transform,
the GMD is always a positive value. In order to tolerate those errors, we let GMD below a
given threshold.

E<T, (11)

Meanwhile, we compute the variance ot the GMD

=23 (S —R—E)* (12)

and let & below a given threshold

c < T, (13)
If the matched minutiae meet those two conditions as well as a given minimal matched mi-
nutiae count, we regard those two fingerprints as a match.

S Experiment result and analysis

In order to evaluate our algorithm, we test our algorithm on our fingerprint image da-
tabase. The image size is 300 X 300 pixels. Our fingerprint image database includes two
parts. Part I has 100 images per finger, and 4000 images altogether. Part Il has 20 images
per finger, and 4000 images altogether too. We test the FRR on Part I, and test FAR on
Part II. Our fingerprint image database includes various type quality fingerprint images,
some are shown in Fig. 3.

Fig.3 Example of different quality {ingerprint image

We do altogether 80000 times matching. The test results are shown in Table 1. The
" . . / . :':l:l . 0 .
comparison with Jain's algorithm"" is also given in Table 1.

Table 1 Experiment results of our algorithm compared with Jain's algorithm

Our algorithm Jain algorithmi!’
False Accept Rate( %) False Refuse Rate( %) False Accept Rate( %) False Refuse Rate( %)
1 0.0 0. 08 5.0 0. 8
2 4.0 0. 09 4,0 L ¥
3 3.0 0. 35 3.0 1.8
4 2.0 0. 58 2.0 3 2
5 1.0 0. 80 - 1.0 5. 8

From Table 1 we can see that, our algorithm has better performance with our live fin-

gerprint database. Moreover, the average template size is 256 Bytes which only include the
position and orientation of the minutiae points (6 Byte per minutia), and the total time
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consuming of our matching algorithm is 0. 004 seconds on PIII 450M Hz, From the test re-
sult we can see that our algorithm has both better performance and efficiency, therefore is
more suitable for on-line application.

The reason leading to the verification failed is the poor quality fingerprint image as
shown in Fig. 3. Those types of fingerprint images are confusing even to manual verifica-
tion., If we add some strict image quality estimate algorithm, the performance can be
greatly improved, therefore the future work of our system 1s to develop some strict image
quality estimate algorithm as well as improve the minutiae extraction precision. Mean-
while, in order to totally verify the performance of our algorithm, we need to test our al-
gorithm in the standard fingerprint database such as NIST, FVC2002. Therefore our fu-
ture work should test and improve the performance according to those standard fingerprint
databases.

6 Conclusion

In this paper, we propose a core based structure matching algorithm of fingerprint,
which uses the minutiae near core point of the fingerprint to construct some local struc-
tures, Through matching the local structures, we can get corresponding minutiae. The
global match is carried out based on those corresponding minutiae. Final decisions are
making based on global distance and matching minutiae point rate. Experiment results
show that the performance and efficiency are significant improved with our algorithm.
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